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A digital ID for every person on the planet is part of the U.N. Agenda 2030. One way this is being

promoted is through an annual Identity Day (16 September), which has been celebrated since 2018
by many developing nations.

As has been the case each year since 2018, this year’s ID Day will be observed
on Saturday September 16, and many countries and civil society

organizations have expressed their willingness to take part in the event.

The main driver for digital ID globally is the aspiration to account for every

person in line with the sustainable development goals (SDGs). An indicator for
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SDG 16.9 is to issue a legal identity to every person by 2030.

Each U.N. Charter member nation is pursuing the implementation of a digital identity under the
guidance of the World Economic Forum and World Bank.

Yes, it's also happening here in the United States. Don't believe me? U.S. Senate Bill

S884 Improving Digital Identity Act of 2023 references guidance from the World Economic
Forum and World Bank:

tying intormation on online application portals.®

Upgrading identity verification technologies and providing indi-
viduals with the choice to adopt innovative digi igentity tools is
critical to tackling these and relafed challenge vernment enti-
ties, as authoritative issuers of identity in the United States, are
uniquely positioned to work with the private sector to facilitate this
transition. For instance, some states, including Arizona, Arkansas,
Colorado, Connecticut, Delaware, Louisfana, Maryland, Mississippi,
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LICELISUS dallu Cltalt UPPULVULILIES W LIIHIPIuyYe CULLYCLLIICIIvE 11Ul Clul-
zens.? The Transportation Security Administration now accepts
mobile driver’s licenses at select airport checkpoints.1? The private
and public sectors are continuing to develop promising digital iden-
tity verification techniques.1!

The Task Force this legislation creates also accounts for risks as-
sociated with expanding digital identity usage. Risks for expanding
digital ID use include potential accessibility concerng—privacy and
security violations, and vendor or technology lock-i For exam-
ple, the American Civil Liberties Union (ACLU) has highlighted
challenges associated with implementing digital driver’s licenses,
like personal control over ID data, hacker suscep#ibility, and forced
app installation. Among its duties, the bill requires the Task Force
to consider potential exploitation of digital ideatity tools by malign
actors, privacy concerns, and ways to improve access to
foundational identity documents.'® Additignally, the bill specifies
that the Task Force may not recommend’the creation of a single
identity credential provided or mandated by the federal govern-
ment, a unilateral national identificatign registry, or a requirement
forcing any individual to use digital i;ientity verification for a pub-
lic purpose.l* Accounting for these types of challenges and risks
would allow federal, state, and localygovernments, and private enti-
ties to more successfully introduce digital 1Ds.

As high-value private transactions and critical government-cit-
izen interactions move online, establishing digital identity stand-
ards is essential to ensuring this activity is secure, private, and ef-
ficient. A common set of guidelines can ensure mobile forms of
identification, as well as digital identity verification processes, are
interoperable from a techpical perspective, safe from a cybersecu-
rity perspective, and private and equitable from a civil liberties
perspective.l® S. 884 establishes the Improving Digital Identity
Task Force, an interafency and public-private partnership, which
would develop recommendations on such matters to increase and
improve usage of digital identity verification technologies. In addi-
tion, the Task Forte would ensure that necessary oversight accom-
panies the de}’)}oyment of these tools. Task Force recommendations
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